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AO authorizing official 

AODR authorizing official designated representative 

ATD authorization termination date 

ATO authorization to operate 

BMA business mission area 

CAC common access card 

CCI control correlation identifier 

CDS cross domain solution 

CIO chief information officer 

CJCS Chairman of the Joint Chiefs of Staff 

CNDSP computer network defense service provider 

CNSSI Committee on National Security Systems Instruction 

COI community of interest 

DASD (DT&E) Deputy Assistant SecDef for Developmental Test and Evaluation 



Risk Management Framework | Glossary 

Acronym Definition 

DATO denial of authorization to operate 

DIACAP DoD Information Assurance Certification and Accreditation Process 

DIMA DoD portion of the intelligence mission area 

DIRNSA/CHCSS Director, National Security Agency/Chief, Central Security Service 

DISA Defense Information Systems Agency  

DISN Defense Information Systems Network  

DoD CIO DoD Chief Information Officer 

DoD ISRMC DoD Information Security Risk Management Committee 

DoDD DoD Directive 

DoDI DoD Instruction 

DOT&E Director, Operational Test and Evaluation 

DSAWG Defense IA Security Accreditation Working Group 

DT&E developmental test and evaluation 

EIEMA enterprise information environment mission area  
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eMASS Enterprise Mission Assurance Support Service 

FISMA Federal Information Security Management Act 

GAO Government Accountability Office 

GIG Global Information Grid 

IA information assurance 

IATT interim authorization to test 

IO information owner 

IS information system 

ISO information system owner 

ISRMC Information Security Risk Management Committee 

ISSM information system security manager 

ISSO information system security officer 

IT information technology 

JCIDS Joint Capabilities Integration and Development System 
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KS Knowledge Service 

MA mission area 

MOA memorandum of agreement 

MOU memorandum of understanding 

NA not applicable 

NC non-compliant 

NIST National Institute of Standards and Technology 

OIG DoD Office of the Inspector General of the Department of Defense 

OMB Office of Management and Budget 

OT&E operational test and evaluation 

PAO principal authorizing official 

PII personally identifiable information  

PIT platform information technology  

PKI public key infrastructure 
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PM program manager 

PM/SM program manager/system manager 

POA&M plan of action and milestones 

PPP program protection plan 

RMF risk management framework 

SAR security assessment report 

SCA security control assessor 

SCI sensitive compartmented information  

SISO senior information security officer  

SLA service level agreement 

SM system manager 

SP Special Publication 

SRG security requirements guide 

STIG security technical implementation guide 
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TAG Technical Advisory Group 

T&E test and evaluation 

UC unified capabilities  

UR user representative  

U.S.C. United States Code 

USD (AT&L) Under Secretary of Defense for Acquisition, Technology, and Logistics 

USSTRATCOM United States Strategic Command 

WMA warfighting mission area 

 


