
SECURITY PROFESSIONAL DOD WORKFORCE

SUPPORT TO THE DEFENSE SECURITY ENTERPRISE MISSION

Establishes the standards, 
criteria, and guidelines upon 

which personnel security eligibility 
determinations are based

The ability to protect or defend the 
use of cyberspace from attacks

Active and passive security measures 
designed to safeguard personnel, 
information, equipment, facilities, 
activities, and operations from 
threats of espionage, sabotage, 
damage and theft

Designed to deter, detect, and mitigate actions by 
insiders who represent a threat to national security

Process by which we protect critical 
information by denying adversaries 
access and preventing actions that 

could compromise an operation

Establishes the policies, 
procedures, and requirements to 

protect classi�ed, controlled 
unclassi�ed and special program 

information that could cause damage 
to national security if disclosed

Aims to protect classi�ed information 
developed by or entrusted to U.S. 

industry operating under the 
National Industrial Security 

Program (NISP)

Responsibility of DoD and Industry Security personnel 
to report unusual activities or behaviors and various 
threats from foreign intelligence entities, other illicit 

collectors of US defense information or terrorists


