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Risk Management Framework Overview

Overview
- Define Cybersecurity
- Describe the DoD Transformation to Risk Management Framework
- Discuss Enterprise Wide Risk Management
- Identify the Steps of the Risk Management Framework

Where we’ve been and where we’re going

Information Assurance
DoD Instruction 8500.01, Para 1(d), adopts the term “cybersecurity” as it is defined in National Security Presidential Directive 54/Homeland Security Presidential Directive 23 to be used throughout the DoD instead of the term “information assurance (IA).”

Cybersecurity Defined
Prevention of damage to, protection of, and restoration of computers, electronic communications systems, electronic communications services, wire communication, and electronic communication, including information contained therein, to ensure its availability, integrity, authentication, confidentiality, and nonrepudiation.
To become part of the DoD RMF community of interest, visit the online Knowledge Service:
https://rmfics.osd.mil/rmf

*Access requires a DoD PKI certificate or an ECA PKI certificate.

Conclusion

The Risk Management Framework provides a holistic solution for managing risk to an organization's information and information systems.

New Course

CDSE Cybersecurity Launches New Course:
“Introduction to the Risk Management Framework” CS324.16
Questions

Cybersecurity Training Products and POC
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Feedback

Before we conclude today’s presentation, we hope you’ll take a moment to participate in our feedback questionnaire. Your feedback is very helpful to us and is greatly appreciated. If you have ideas for future webinar topics, you can share them in the questionnaire.